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INSTRUCTIONS:   
ANSWER QUESTION ONE AND ANY OTHER TWO QUESTIONS 
Question One (30 Marks)
Any information system or data processing systems, whether computerized or otherwise, must incorporate controls to ensure that it works efficiently.

a)
Name and explain five (5) types of internal controls.



(10 Marks)

b)
Name and explain any six (6) elements of internal controls.


(12 Marks)

c)
Name and explain at least four (4) objectives of internal controls.

(8 Marks)

Question Two (20 Marks) 
a)
Distinguish the main differences between manual systems and computerized systems.









(7 Marks)
b)
Explain any four (4) objectives of auditing a computer based system.
(4 Marks)

c)
Describe the main approaches for computer audit.



(9 Marks)

Question Three (20 Marks) 
a)
Discuss the process involved in the audit of computerized systems.

(10 Marks)

b)
Name and explain any three (3) qualities of an Information Systems Auditor (ISA).









(6 Marks)

c)
Name and explain any four (4) types of Information Technology Audits.
(4 Marks)

Question Four (20 Marks)
a)
What is an audit trail?  Explain the techniques used to verify computerized data in case of loss of the audit trails?






(4 Marks)

b)
Write notes on the computer audit program.




(3 Marks)

c)
Discuss any five (5) types of Computer Assisted Audit Techniques (CAATS) programs.








(10 Marks)

d)
Distinguish between an auditee and a client.




(3 Marks)

Question Five (20 Marks)
Risk management is concerned with identifying risks and drawing up plans to minimize their effects on a project:

a)
Explain the risk management process.




(5 Marks)
b)
Discuss the various examples of common project, product and business risks that can be encountered during the audit process.




(5 Marks)

c)
Explain any five (5) strategies that can be adapted to help manage risk.
(5 Marks)

d)
Name and explain any five (5) components of an information system infrastructure.









(5 Marks)
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